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An Australian Government health insurance provider required 
our assistance to improve security and management of their 
mobile fleet.

Microsoft Intune 
Device Management

Project success story



Challenges

The customer had a mix of BYOD and 
organisational devices such as phones 
and tablets

A lack visibility and security of devices

A robust mobile device management 
system was not possible under the 
previous platform

The existing data protection strategy 
was insufficient

Benefits

Protection of organisational data and 
staff identity

Data protection on personal and 
business devices

Device compliance adhering to 
specified policies

Improved patching strategy

Improved security from multifactor 
authentication (MFA)

Solutions

The deployment of Intune for mobile 
device management and to enable 
device data protection

Implementation of multifactor 
authentication (MFA) for phones, 
tablets, and computer access

Enforcement of data policies and 
controls to protect the data on 
personal devices

Enforcement of device policies to 
control security on physical phones, 
tablets and desktop computers
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